What is SendKeys:
SendKeys is a tiny utility program that sends keystrokes to itself thereby keeping a windows session alive, preventing the system from logging you off or locking the workstation after a period of inactivity. 
Minimal feature set:
SendKeys was built to have a minimum footprint and functionality focusing on the bare essentials. If you wish a more complex and scriptable send keys component get in touch with us for the original SendKeys application http://www.rainbowconsult.dk/....
There are in essence only two key functionalities of the application. The first is to pause key sending when the application loses focus or is deactivated and subsequently to resume key sending when the application regains focus or is activated.
SendKeys when active:
[image: ]
 This way you don’t have to manually pause/resume key sending, the instant you switch to another program or window the application will go into pause mode. 
SendKeys when paused:
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The instant you refocus or re-activate SendKeys it will automatically resume key sending. 
The other functionality is the simple, yet cool ability to close the application.
[image: ]Pressing this button will close the application.
What’s it good for?
I use this for monitoring tasks where I don’t want to sit and stare at the screen all the time but I do want to keep the sessions alive so I can hear/see any incoming alerts.
Q&A
Q: Does it write to my hard disk or modify anything else?
[bookmark: _GoBack]A: SendKeys does not in any form, way or shape write to your harddisk or in any way modify your system. As there are no settings there’s no need to store anything. Don’t take our word for it, simply remove any write permissions for the app.
Q: Is it really free and why?
A: Yes the free version of SendKeys is really free, we collect no information what so ever to support some obfuscated business model nor do we require you to in any way register the product or give up your email to get it. SendKeys is free simply in order for us to promote our professional version.
Q: What is the SHA256 code for and how do I verify it?
A: The SHA256 on the webpage is a MAC (Message Authentication Code) that ensures the executable hasn’t been tampered with. Upon download use a free or commercial SHA256 verification product to verify the integrity of the executable, if the SHA256 fails do NOT run the executable. It’s a bit like inspecting the actual content of a package before you buy it in the shop, and if you think this task is beyond your technical skill you should never be allowed out with the credit card! Accepting software/freeware/shareware from the internet without checking its inner content is asking for trouble, we urge you never to do so, not with our software nor with any other software. 
You should always verify MACs if you have them, and you should either write a SHA256 checksum algorithm yourself or get a commercial or free product that can do it for you. Relying on older checksum algorithms like SHA1 or MD5 is a risk, as these are not collision resistant and ultimately doesn’t offer you any real guarantees that tampering hasn’t taken place. Companies like Microsoft usually distribute software with both the older SHA1 MACs as well as SHA256 MAC’s. 
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